**Рекомендации родителям**

**Как уберечь школьника от опасностей в Сети во время самоизоляции.**

• **Онлайн-конференции**. С учетом перехода на удаленный режим работы не только предприятий, но и школ, мы стали активно общаться с коллегами и друзьями в онлайн-конференциях. Там наши дети могут обсуждать свои секреты и переживания с друзьями, и будет очень плохо, если посторонние лица «случайно» попадут в такие конференции.

Покажите ребенку, как создавать закрытые комнаты, в которые доступ предоставляется исключительно по паролю.

• **Фишинговые письма**. Научите ребенка игнорировать письма от незнакомых людей, никогда не открывать такие письма без вашего разрешения.

• **Мошеннические ссылки.** Если ребенку поступают сообщения в социальных сетях, мессенджерах, письмах от незнакомых людей — пусть игнорирует их.

• **Встречи с онлайн-знакомыми**. Важно акцентировать внимание, что человек, сидящий с другой стороны монитора, может быть не тем, за кого себя выдает. *И встречи с такими людьми опасны!*

• **Разглашение личной информации**. О месте жительства ребенка, секциях и кружках, которые он посещает, номере школы и другую информацию должны знать только его семья и близкие друзья. А уж личные фотографии вообще не следует никому отправлять!

•**Кибербуллинг.** Научите ребенка уважительно общаться в интернете и не оскорблять собеседников. Иначе это может перерасти в настоящее преследование сообщениями, содержащими взаимные оскорбления, агрессию и даже запугивание.

Чтобы ваш ребенок не оказался вовлеченным в подобные ситуации и не стал жертвой преступного посягательства, родителям рекомендуется проводить больше времени с детьми, интересоваться их увлечениями и личной жизнью, направлять в нужное русло энергию подростков. А также усилить родительский контроль, ограничить ребенка в использовании гаджетов, имеющих доступ к Интернет, исключить посещение несовершеннолетними сайтов, где размещена запрещенная для детей информация.